The Leidos Center for Security Analysis (LCSA) specializes in the study, development, and instruction of world-class analytic training and methodologies.

We recognize that the need for intelligence analysis and security has expanded into the academic and commercial sectors. Since our inception, we have provided training and consultation for a variety of government and commercial organizations including Yum! Foods, Chicago Police, the Office of the Secretary of Defense, Facebook and several Fortune 500 companies.

LCSA has worked with several partners throughout the academic community. Our analytic courses have been evaluated and recommended for college credit by American Military University.
Courses

EXCITE®

The Experiential Cyber Immersion Training and Exercises® (EXCITE®) services accelerate the competency level of cyber intelligence analysts by offering courses that provide personnel with an understanding of security intelligence concepts, mindset, tools, and technologies. EXCITE® training features realistic, hands-on exercises for students to immerse in the reconstruction and mitigations of a full attack scenario instrumented through the centrally-managed environment.

INTRODUCTION TO INTELLIGENCE DRIVEN DEFENSE® SERVICES (I2D2) - 5 DAYS

Introduces Intelligence Driven Defense® support and the Cyber Kill Chain® to expose students to the variety of roles, domains, and skill sets associated with the cyber intelligence domain.

Modules include:

- Security Intelligence Core Concepts
- Linux Commands & Data Analysis
- Host-based Incident Response & Forensics Concepts
- Network Forensics Concepts
- Defensible Enterprise Architectures

ANALYTIC TRAINING

1. Structured Analytic Techniques

   The Structured Analytic Techniques (SAT) course is designed for intelligence and security professionals working in support of operations across all intelligence disciplines. Course curriculum includes the application of commonly recognized analytical techniques. These techniques provide structure to analysis to readily enable businesses to effectively combat threats throughout the global environment. Techniques include Preliminary Analysis, Analysis of Competing Hypothesis (ACH) and Threat Profiling.

2. Intelligence Briefing, Writing and Presentation

   The Intelligence Briefing/Writing (IBW) course is based on the presenter’s ability to convey the results of analysis or other critical information in a clear and succinct manner. The IBW course is designed to provide essential information regarding the preparation of written and oral products.

3. Critical Thinking

   Through the analysis and evaluation of supporting evidence, the Critical Thinking (CT) course examines beliefs or interpretations using the ability to think rationally, clearly, analytically and objectively. This course demonstrates rules of logic, how to recognize errors in reasoning, inconsistencies and fallacies; seeing solutions to problems; and distinguishing fact from opinion. This course introduces the essential elements of critical thinking and logic including the recognition and evaluation of arguments, identification of cognitive biases and linguistic fallacies, content analysis and source evaluation.

For Questions, Pricing and Scheduling Contact Us At:

Website: https://www.leidos.com/cyber/center-for-security-analysis

LinkedIn: https://www.linkedin.com/groups/1230767

Phone: 703-382-4450